**Scopes in Okta Auth Server**

**Creating Scope:**

1. Go to [your](https://dev-957272.okta.com/) Okta server.
2. Navigate to: API-> Authorization Servers
3. Click on the [Default Authorization Server](https://dev-957272-admin.okta.com/admin/oauth2/as/aus2bm19nmplN3WBl357)
4. Go to Scopes Tab
5. Click “Add Scope” and provide the scope name
6. Type description
7. Click Create.

**Adding Scope To Policy Rule:**

1. Go to “Access Policies” tab
2. Select respective policy from left navigation panel if not there create one.
3. Add Rule if not already there for intended Group of Use  
   ex: SDET, TAE ..etc.
   1. Uncheck all the Grant types but the “Authorization Code”
   2. Check radio “Assigned the app and a member of one of the following:”
   3. Type in intended user group name to be added
   4. Check radio “The following scopes:”
   5. Type in the provided scopes for this group
   6. Keep expiry at 1 hour